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The article analyzes the possibilities of using blockchain and smart contracts for distribution of energy resources from renewable energy sources.
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Introduction 

The digitalization of the energy industry is continuing to gain momentum. Blockchain technology, which can bring far-reaching changes in the energy sector, is currently emerging as a new driver of this rapid development. Blockchains are a special kind of data management system that identifies and tracks changes (transactions) within the system digitally and shares this information with the distributed computers connected to the network. These computers check and add new entries (transactions) into the ledger if proven correct by the majority of the computers connected to the system. Cryptographic encryption, transparency and economic incentives keep any malicious computer from entering wrong new entries.
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One can assume that after the financial sector, energy will be another sector that blockchains will massively change. In the financial sector, the blockchain has the characteristic that it can potentially replace central trust bodies such as banks or insurance companies, which have hitherto played a decisive role within the system: trust is created through technology. In the energy industry a different advantage of the technology comes into. 
The increasingly decentralized and digitally connected energy system needs a secure IT-solution for communication, automation and documentation. A wellfunctioning energy system is dependent on data being shared correctly, quickly and uniquely with the relevant actors within the system. Therefore, it is crucial how large data streams from decentralized electricity feedin, smart metering or grid operation can be managed. 
Blockchains promise a more efficient and resilient IT-infrastructure in comparison to existing systems to manage aforementioned data in distributed electricity systems, while allowing for a new level of transparency, tamper resistance and security. 
In addition, households and companies are increasingly moving into the focus of the global energy system as individual market participants, as they are participating more and more actively in the market via small-scale interactions. Blockchain and other DLTs can play to their strengths here, as they are particularly suitable for decentralized systems with a large number of actuators. A secure data basis also makes it possible to improve the use of power grids, as this allows for better integration of flexibility resources. The ability of a (private) blockchain to map even the smallest transactions in an economically efficient manner means ultimately new degrees of freedom for the entire sector; for example, for the provision of balancing energy, for direct electricity trading between private market participants and also for shared investments. Accordingly, pilot projects on a blockchain basis are currently found in all areas of the energy value chain. 
At the moment, two particular use cases seem to be focused by many players as they appear to be the low hanging fruits for blockchain applications: green electricity certificates and electricity wholesale trading. 
The prerequisite, for both green energy certificates as well as electricity trading, is that the participating electricity generators have installed smart meters that communicate via the Internet. They provide data on the quantity and price of the energy transmitted for trading issues or create a certificate for green energy production. The information about these events can then be stored on the blockchain. Therefore, both models cannot be implemented without digital hardware that bears the corresponding costs. 
Both cases rely on smart meters and smart contracts: potential transactions are carried out based on smart contracts, while smart meters provide the data for them. In these contracts, the parties agree when they will trade electricity or certificates at what price and how the energy or the certificate will be paid. 
Green electricity certificates promise incentive mechanisms for the production of electricity based on sustainable energy sources. With the blockchain technology, these certificates could be issued uniquely. The certificates can be designed to be tradable and priced accordingly – either on market mechanisms or initially at fixed prices with guaranteed purchases by governmental actors. This would lead to incentives to invest more in these renewable energies and would also make a completely new product possible. As an indirect effect, CO2 emissions could be reduced, and a higher supply of electricity ensured. 
Blockchain technology promises direct, anonymous trading of various products in the electricity market without the need to involve a marketplace or intermediary, thus saving the relative costs of an intermediary. This is mainly because blockchains enable trustworthy transactions between players who do not know or trust each other. Particularly in countries that do not yet have energy trading systems, completely new markets could be created, and farreaching investments could be made. 
Conclusion

An ideal implementation context for blockchain application in the energy sector is primarily dependent on the regulatory conditions in the respective country. The issuing of green electricity certificates based on blockchains, for example, is usually not prohibited.
 The possibility of providing a secure system for communication, automation and documentation with the blockchain is particularly interesting for the energy industry. In the medium term, the energy industry will therefore focus on applications for automation and documentation processes. They can become the basis for new digital business models. Predictions about the future, however, do not seem particularly reliable now due to the nascent nature of the technology.
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